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SECURELINK FOR HEALTHCARE

Session Users
MName Vendor Remote IP Address Start Time End Time Duration
Alex Carroll ACsoft 192.168.10.182 12/20/19 11:22 AM 12/20/19 11:27 AM OhSm15s Disconnected

Vendor Connection Form Information
Alex Carroll
Case Number 9767467
Reason for Connection Uparade

Fersan Who Authorized Access Devin

AccessDetails

o

Unique User Identification

With the SecureLink Credential Vault,
you have the convenience of having a
shared account, but are able to
monitor and track individual vendor
users, thus ensuring compliance and
adherence to security protocols.

Session Services
RDP

Host EHR System Port 3389 Protocol TCP

Showing 1 to 1 of 1 entries

Windows Remote Desktop Protocol

Context of Each Session
Have insight into why vendors

are connecting to simplify the
process of audit review.

O

Credential User

Audit Every Session
Keystroke-level audit available for

SSH or Telnet sessions.

Name Start Time End Time Duration Bytes Bytes Audit Lqgs Credential
Sent Received
Alex Carroll 12/20/2019 11:24:35 AM 12/20/2019 11:25:49 AM ~ Oh1lm13s 151KB 519.34KB rdplog-67778-211.9z I Credential
SSH

Host Imaging System Port 22 Protocol TCP

Showing 1 to 1 of 1 entries

Name Start Time End Time Duration Bytes
Sent
Alex Carroll 12/20/2019 11:26:31 AM 12/20/2019 11:26:55 AM OhOm24s 2.02KB

Secure Shell Login

Credential Credential User

Received

Credential

=l

Video Recordings
Every RDP or VNC connection is

audited, and a video recording of the
session can be downloaded.
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VENDOR PRIVILEGED ACCESS




